
VULNERABILITY CATEGORIES    STATUS

Eclypses Pen Test Results

Source: Abira Security, tested Q4 2023

Injection         Not Detected

Broken Authentication      Not Detected

XML External Entities       Not Detected

Cross-Site Scripting (XSS)      Not Detected

Insecure Deserialization      Not Detected

Insufficient Logging and Monitoring    Not Detected

Buffer Overflow        Not Detected

Missing Authorization      Not Detected

Cleartext Storage       Not Detected

Cleartext Transmission      Not Detected

Cross-Site Request Forgery (CSRF)    Not Detected

Bypass Authentication      Not Detected

Race Condition        Not Detected

Error Handling        Not Detected

Improper Input Validation      Not Detected

Brute Force        Not Detected

User Enumeration       Not Detected

Improper Privilege Management     Not Detected

Malicious Files Upload      Not Detected

Denial of Service       Not Detected

Hardening         Not Detected

Session Handling       Not Detected

Outdated Software       Not Detected

Sensitive Files Exposure      Not Detected

Business Logic        Not Detected
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